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As individuals, we all should be able to exercise our autonomy by making choices for ourselves. In the context of the practice of medicine, the principle of autonomy is one of the most significant ethical principles and respect for this principle is provided by the requirement to provide informed consent to undergo medical treatment and also the right of patients to refuse to undergo treatment. Our world today is experiencing rapid technological change, with many new products and services. This is the age of big data, Personalized and now Precision Medicine. It is also an age where many developments can be viewed as consumer-focused health-care services creating new markets, which challenge traditional paradigms, especially the paradigm of the doctor–patient relationship and the medical clinic, as the main providers of medical services. Many of these products and services are marketed and sold online to the public internationally, with little specific industry regulation. The mode of sale and lack of oversight mean that businesses often rely on their electronic contracts, available on their websites, to govern their relationships with their consumers. This chapter will explore the implications that the proliferation of electronic contracts and the designed environment of websites have on the exercise of individual autonomy when accessing services online. It does this in a specific context, that of Personalized Medicine, focusing on the example of direct-to-consumer genetic testing services (hereafter DTC, also referred to as personal genomics or commercial genomics), which have created a market for genetic tests as consumer services.1 Very few tests on the market have been approved by any regulatory body2 and their clinical utility is.


questionable. For instance, although 23andMe has received approval from the US Food and Drug Administration (FDA) for a small number of its health tests, the approval for its BRCA testing came with a number of controls. This included the recommendation that consumers will need to have additional testing in a clinic before making decisions about treatment options. Furthermore, as these services are sold internationally, physical samples of DNA and genetic data generated from those samples is often being processed and stored in countries other than where the consumer resides. It should be noted that the UK House of Commons’ Science and Technology Committee has launched an enquiry into commercial genomics in early 2019 and we may see regulatory reform in the United Kingdom in light of this, but as the review will be completed after submission of this chapter, it is not possible to consider the Committee’s recommendations herein.

Please note that this is an exploratory chapter; I am not purporting to be able to solve all the complex issues and challenges raised by consumerism of medicine. Instead, the aim herein is to draw attention to the manner in which interface design and electronic contracts can impact upon our abilities to make informed choices and exercise our autonomy. This chapter draws upon my related research, which included a review of the electronic wrap contracts of seventy-one companies that provide genetic tests for health purposes.

I. What Does Autonomy Mean?

Autonomy is discussed in a number of other chapters in this book (see, for instance, the chapters by Thana C De Campos, Charles Foster, and Robert Gay). As Gay writes:

Respect for autonomy implies that a person can freely choose what should be done on his or her behalf, and have that choice respected or, at the very least, implies allowing the person to refuse that something be done to him or to her in the context of health care. We might suggest that a paradigm example of the application of this principle is the ethical and legal requirement for sufficient informed consent...
Even when we are at our most vulnerable, we are still expected to exercise our autonomy by providing informed consent to appropriate treatment where it is offered. Although we do not have a right to demand any kind of medical treatment, we can decide not to undertake treatment. Although in some contexts we may favour a different approach from autonomy and when we consider issues of well-being relational autonomy has much to offer, informed consent is a useful requirement in the context of the practice of medicine.

In Thana de Campos's chapter in this volume (Chapter 5), she explores some of the critiques of autonomy. However, the focus herein is different. I am not advocating for giving autonomy prominence over any other ethical principle, but what I wish to do is to draw attention to the ways in which new services offered via the internet can influence our exercise of autonomy and our ability to make informed choices and provide informed consent. It is hoped that this work will encourage readers to think about how new and emerging consumer-focused health-care services offered online are framed and how we might need to do things differently. This is an important topic, because regardless of critiques, it is still generally accepted that an individual must give their consent to medical treatment and were a person to have a genetic test in a medical setting he or she would generally be required to provide informed consent prior to testing.

Furthermore, in the context of services that utilize personal data, in Europe especially, the General Data Protection Regulation (GDPR) sets a high standard for consent in the context of processing personal data. Under article 4, genetic data is included within the definition of personal data and as DTC companies collect and process both genetic data and other forms of personal data, they should be complying with the provisions of the GDPR (it is also included in article 9 as discussed below). Consent is defined in article 4(11) as 'any freely given, specific, informed and unambiguous indication of the data subject’s wishes by which he or she, by a statement or by a clear affirmative action, signifies agreement to the processing of personal data relating to him or her’. For UK citizens, the United Kingdom’s Data Protection Act 2018 sets a similar standard and the United Kingdom’s Information Commissioner’s Office (ICO) has indicated that businesses marketing their services to UK consumers need to comply with both the GDPR and the Data Protection Act.

Genetic data is also included under article 9 of the GDPR in the prohibition on processing of special categories of data. Article 9 provides for a number of exceptions to this prohibition, but in the context of DTC, the most relevant exceptions are the ‘explicit consent’ of the data subject as set out in article 9(2)(b) and the research exemption set out in article 9(2)(j). Although article 4(11) provides the general definition of consent to data processing, article 7 also imposes a number of conditions in relation to consent, including that where

the data subject’s consent is given in the context of a written declaration which also concerns other matters, the request for consent shall be presented in a manner which is clearly distinguishable from the other matters, in an intelligible and easily accessible form, using

---


clear and plain language. Any part of such a declaration which constitutes an infringement of this Regulation shall not be binding.

Therefore, genetic testing services offered to individuals based in the European Union need to meet the GDPR's requirements for consent, and this is quite a high standard. Given the commercial nature of DTC services, it is also unlikely that they could rely on the research exception, although if they were able to use it, they would still need to meet the consent requirements for the initial genetic test and it is likely that a new consent would be required for any secondary research using consumers' data. As the GDPR is also exerting a strong influence on the reform of data protection law globally, with countries such as New Zealand, Singapore, Japan, and Brazil\textsuperscript{11} as well as others also reforming their law, it is likely that companies offering genetic testing services in other countries will also have to meet similar standards for consent.

The GDPR provides people with a number of rights in relation to their personal data and this also includes the right to erasure and the right to withdraw consent, which means that businesses handling personal data should also provide options for consumers to have their data deleted. While this may be challenging, DTC companies could provide an option for consumers to have their data deleted after a test is performed. Guardiome is an interesting example here, as they provide a whole genome-sequencing service, where their consumers receive their genomic sequence data on a device and at present Guardiome does not store or share their consumers' data.\textsuperscript{12} This example shows that it is possible for DTC companies to make their services more privacy friendly and it is hoped that other companies will start to provide more privacy-centred services.

In the United Kingdom, the Human Tissue Act 2004 (which is enforced by the Human Tissue Authority) governs the use of human tissue and organs and it also has applicability to genetic tests. Section 45 of the Act makes it a criminal offence to perform genetic analysis without appropriate consent. The Human Tissue Authority has also released guidance in the form of Codes of Practice on Consent and the latest version of its Code of Practice on Consent suggests that: ‘commercial organisations offering services related to the removal, storage and use of human tissue and cells must ensure that materials provided to customers to aid their decision-making, such as marketing and advertising materials, are accurate and abide by the Advertising Standards Agency’s guidelines.’\textsuperscript{13} If we consider this in the


context of the provision of DTC genetic tests for health purposes, DTC companies should be making sure that both content on their websites and claims made in advertising are not misleading and are transparent about the respective risks, benefits, and limitations of testing. The need for unbiased marketing and transparency has also been stressed in much of the policy guidance on DTC to date.\textsuperscript{14} Websites can be useful platforms for providing consumers with helpful information about genetic testing, but there is much room for improvement here, as previous studies have raised concern over the manner in which information regarding the respective risks and benefits of testing is provided,\textsuperscript{15} together with the provision of information regarding companies’ data privacy practices and consumers’ understanding of that information.\textsuperscript{16}

\textbf{II. The Example of Direct-to-Consumer Genetic Tests for Health Purposes}

The DTC industry is an interesting example, as it has created a new market for genetic tests, where people can order a genetic test from their homes without the involvement of a medical practitioner. The industry has developed over the last two decades\textsuperscript{17} and it offers a diverse range of tests, which include tests for a wide array of health conditions, ancestry, and more dubious tests, such as tests for child talent, paternity, and infidelity.\textsuperscript{18} Typically, a consumer will purchase the test online and then the company will send the consumer a sample collection kit, normally for a saliva sample or cheek swab. The consumer will send this back to the company for analysis and receive test results through a web interface. It should be noted that the industry currently does not have harmonized standards and this applies to both tests for health purposes and ancestry testing. Therefore, it is possible to obtain contradictory disease risk estimates from different companies,\textsuperscript{19} and many tests currently offered


\textsuperscript{18} Phillips, ‘Reading the Fine Print’ (n 1).

\textsuperscript{19} US Government Accountability Office, (GAO) Direct-To-Consumer Genetic Tests: Misleading Test Results Are Further Complicated by Deceptive Marketing and Other Questionable Practice (GAO-10-847T,
may require further confirmatory testing in a clinic before decisions can be made about a particular individual’s treatment. A recent study by Esplin et al found that 23andMe’s BRCA test ‘misses almost 90 percent of BRCA mutation carriers, both in those with and those without a personal or family history of cancer’. While this study was focused on clinical utility, the authors questioned how useful overall such testing was for individuals with genuine health concerns, given that both those who receive positive and those who negative test results would require further testing to confirm their results. It should be noted that it is also possible to obtain contradictory ethnicity estimates.

While the focus herein is on DTC tests for health purposes and these services together with DTC ancestry tests have received the bulk of academic attention to date, it should be stressed that most DTC companies are not restricted to offering only one type of test. While there remains a lack of industry-specific oversight, this also allows unscrupulous entities to operate. For example, it has recently emerged that vulnerable groups have been targeted in Louisville, Kentucky, where vans have driven to some of the most impoverished neighbourhoods and offered individuals $20 for cheek swabs of DNA. In response to this, Kentucky’s Attorney General has now issued a scam alert and it appears that this scam together with another is targeted towards identity theft and Medicaid fraud. I also wish to stress that while less attention has been devoted to more dubious types of tests, such as those for child talent, ‘peace of mind’ paternity, and infidelity, we do need more research on these tests and regulators should play a role in protecting the public from these services.

Furthermore, several of the most prominent DTC companies are engaging in secondary health research using data collected from consumers. Companies are also increasingly partnering with other entities in order to conduct medical research with 23andMe, entering


into at least fifteen partnerships to date\(^25\) (the most recent being with GlaxoSmithKline\(^26\)) and Orig3n entering a partnership with the Chinese insurer ZhongAn Online P&C Insurance Co, Ltd.\(^27\) Thus, there is real potential for data sharing in this context and companies marketing their services to EU consumers do have work to do in order to ensure compliance with the GDPR.

Prior to the advent of DTC services, genetic tests for health purposes were only offered in a clinical setting and, today, if a patient undergoes a genetic test in a clinic, as well as having to provide informed consent to undergo testing, they will also have genetic counselling both prior to and after the test. This counselling assists patients in understanding what test results mean for them, including the limitations of such tests. While a number of genetic tests are useful in clinical practice, there is a lack of validation and clinical utility for many tests for common, complex diseases.\(^28\) Concern has been expressed regarding the limitations of tests. One of the reasons for this is that tests have not been standardized for many complex diseases and it is possible to obtain contradictory risk estimates for the same disease or condition from different companies.\(^29\) Recent research has also found a relatively high level of false positive results in DTC offerings\(^30\) and concern has also been expressed regarding the nature of information provided by DTC companies about their services.\(^31\)


III. Consent and Contracting Online

As noted above, DTC services can be viewed as one example of Personalized Medicine. Personalized Medicine encompasses many things, but a useful way of conceptualizing it is that these are innovations that are centred around tailoring treatment to individuals, rather than diseases. Meanwhile, Precision Medicine goes one step further and can be described as ‘an emerging approach for disease treatment and prevention that takes into account individual variability in genes, environment, and lifestyle for each person’. While the idea of Personalized Medicine has broad appeal, the reality of tailoring medical treatment to individuals in reality is far more challenging, and as Dickenson et al write: ‘it is extremely unlikely that completely individualized treatments are ever going to be feasible. Many commentators and clinicians acknowledge that the best aspiration is to deliver diagnoses and treatments stratified into patient groups by genomic science’. Nevertheless, services such as DTC genetic tests challenge both doctor–patient relationships and the very nature of how medical services are offered. In the context of medical treatment, an individual is no longer solely a patient: he or she may also be a consumer simultaneously. Doctors can also be seen as service providers. This has also expanded the range of entities that provide health and medical services and the lines between what distinguishes medical services from other types of services are beginning to blur. This raises a number of difficult issues, but the aim herein is to shed light on how our autonomy as individuals is impacted by developments in consumer-focused health care. Sometimes, the services offered may not be new in themselves, but the mode of access is different. For others, though, the service itself may be novel. While the focus herein is on the example of DTC genetic tests, wearable devices, such as smart watches and fitness bands, raise similar issues.

The internet is increasingly an integral part of everyday life for many people. Most of us will use it for both work and leisure. However, what is often overlooked is that the way in which the internet and e-commerce have evolved to date has given increased prominence to contract law in regulating relationships between companies and consumers and also in regulation of new products and services, where industry-specific legislation is lacking. Whether you are visiting a website, installing software, or purchasing a product or service online, you are forming contractual relationships. Every website you encounter will have its own contract in the form of terms of use, terms of service, or terms and conditions. These are electronic contracts, typically clickwrap or browsewrap, which have evolved from shrinkwrap licences. They are also mass standard form contracts (sometimes referred to as boilerplate) and are also forms of contracts of adhesion. A clickwrap contract will usually display the terms of the contract on the screen and require the user to scroll through the terms before clicking on a button, which may be labelled ‘I Agree’ or ‘I Accept’. In contrast, browsewrap contracts have the document title as a hyperlink without the terms displaying on the screen, meaning that it is possible to accept the terms without seeing them.
Consider your own interaction with websites. Very few of us will have read all the terms of all the contracts we encounter online. We are also unlikely to have read all the privacy policies we encounter and as these documents are often linked together and seek to incorporate terms by reference, this is problematic. It means that in order to understand our rights and obligations in the context of a particular transaction with a business online, we should have, in fact, read all of these documents.

A number of studies have investigated the amount of contracts and privacy policies individuals encounter online, together with the time it would take to read these documents, as well as the readability of these documents. A few examples are discussed below to highlight the nature of people’s interactions with these documents. Cranor and McDonald’s 2008 study estimated that it would take 201 hours a year for the average American consumer to read all the privacy policies they encountered online. As more people are now accessing a greater number of services online, this figure is now likely to have increased.

The Norwegian Consumer Council (NCC) in its APPFAIL campaign estimated that the average smartphone contained 250,000 words of contracts or privacy policies. The NCC’s APPFAIL report examined the contracts and privacy policies of twenty popular smartphone applications in order to assess their compliance with EU data protection and consumer protection law. This report included discussion of the issue of informed consent, and the NCC suggested that: ‘If terms are very difficult to read as they are very long, ambiguous or written in overly technical, complex or vague language, a strong case can be made that informed consent is not possible for most consumers.’ Other studies have identified similar problems in relation to the length of contracts encountered by consumers. For example, according to Quartz, those who own five Apple devices will have entered into ‘at least 30 contracts, totalling more than 100,000 words.’ Meanwhile, the work of the Australian consumer group CHOICE, which investigated the contracts of e-readers, using the example of the Kindle found that the device contained eight documents, which when combined exceeded 73,000 words in length and took the actor they hired to read them 9 hours to read aloud. While this may not seem problematic for products that are trivial, when they relate to more sensitive products and services, more caution is needed.

---


39 Phillips, Buying Your Self on the Internet (n 1) ch 4, citing NCC (n 38) 24.


IV. How Can We Exercise Our Autonomy When Behaving as Automatons?

In their book *Re-Engineering Humanity*, Frischmann and Selinger suggest that contracts are often designed so as to blend into the website to enable a seamless transaction and that this has an impact on the ability of an individual to make an informed choice about whether or not to use these services. As they write:

Designers arrange the digital contracting environment to create a practically seamless, transaction cost minimized user experience. Rather than requiring people who intend to use online services to read lengthy pages filled with boilerplate legal jargon . . . a simple click of the mouse, with mere conspicuous notice of the existence of terms suffices to manifest consent for entering legally binding contractual relationships.42

They claim that the electronic contracting environment should be understood as a technosocial tool for engineering human beings to behave automatically, like simple machines.43 Meanwhile, the NCC in their 2018 *Deceived by Design* report discuss the issue of nudging and the use of dark patterns in interface design, which steer users towards choosing less privacy-friendly options.44 Dark patterns is a term coined by Harry Brignull.45 NCC characterizes these as exploitative design choices, which can ‘push consumers toward choices that benefit the service provider’.46 *Dark patterns* are also ‘ethically problematic, because they mislead users into making choices that are not in their interest, and deprive them of their agency’.47 It should be noted that in April 2019, a US bill entitled the Deceptive Experiences to Online Users Reduction (DETOUR) Act was proposed, which would ban certain some of these practices if passed.48 This legislation if it is enacted could assist with improving how businesses operate in this context, but as it is currently framed it would only apply to organizations, which had more than 100 million users and this legislation would be much more beneficial for the public if this figure was lowered.

The idea that in the online environment we may in fact have decreased agency due to certain design features has increased significance when we consider new services, such as DTC, that are complex. Consider the difference between an individual purchasing a DTC test online without any involvement of a medical practitioner and the experience of an individual undergoing genetic testing in a clinic with access to support from both genetic counsellors and physicians. If there was no question of disparity of information or understanding in this

---

43 Frischmann and Selinger, *Re-Engineering Humanity* (n 42) 61.
46 NCC (n 44) 4.
context, we might not think about this in the same way, but we have developed governance mechanisms in medical law in order to protect patients and ensure high standards in the provision of medical services. Even in other situations where products and services sold online are of a less complex nature, we are starting to see a shift in how regulators and the public view interface design. Concern over the impact of screen use and addictive elements in application design are leading to calls for improved oversight and changing the way we do things.\textsuperscript{49} This is timely, and I should suggest that it should also be seen as an opportunity. New services and products offered online have evolved in a particular manner, but that does not mean this is the only way things could be done. DTC companies that wish to do respected and responsible medical research and want to retain consumer trust should consider how they can truly achieve compliance with applicable law, such as the GDPR, but also how to help their consumers. Interfaces could be designed that allow for speed bumps to slow the process of decision making down, rather than rushing consumers into a purchase.

V. What Exactly Are You Agreeing To?

A number of experiments that have involved the inclusion of problematic clauses in order to assess how people interact with these contracts further highlight both consumers' lack of reading of electronic contracts and the types of things that companies could bury in their fine print. These range from Purple's Community Service clause, which involved 1,000 hours of community service, including requirements to clean public toilets and hug strangers,\textsuperscript{50} to GameStation's Immortal Soul clause,\textsuperscript{51} or F-Secure's Herod clause.\textsuperscript{52} In the Purple example: 'All users were given the chance to flag up the questionable clause in return for a prize, but remarkably only one individual, which is 0.000045% of all Wi-Fi users throughout the whole two weeks managed to spot it.'\textsuperscript{53} In the GameStation example, which


\textsuperscript{51} M Perton, 'Read Fine Print or GameStation May Own Your Soul,' \textit{Consumerist} (16 April 2010), http://consumerist.com/2010/04/16/read-fine-print-or-gamestation-may-own-your-soul/ accessed 15 July 2019.

\textsuperscript{52} T Fox-Brewster, 'Londoners Give Up Eldest Children in Public Wi-Fi Security Horror Show,' \textit{The Guardian} (29 September 2014).

was actually a prank for April Fool’s Day, the immortal soul clause included an opt out. Those who ticked the box to opt out were to receive a £5 voucher. Obar and Oeldorf-Hirsch also included a child assignment clause in their recent research on undergraduate students’ interaction with the contract and privacy policy of a fictitious social network. In Obar and Oeldorf-Hirsch’s study, a mere 1.7 per cent (9 out of 543) of those surveyed ‘mentioned the child assignment clause’. Obar and Oeldorf-Hirsch found that a sense of information overload may also be having an impact on how people engage with these policies online.

In my review of seventy-one contracts from companies that provide DTC tests for health purposes, a number of contractual terms were identified which are problematic from a consumer protection perspective and could potentially be challenged on the grounds of unfairness under UK and EU consumer protection legislation. These included: clauses that permit the DTC company a broad power to alter the terms of their contract without notice to the consumer (unilateral alteration clause); together with clauses that deemed consent to acceptance of terms through use of the service or visiting the website. I have suggested elsewhere that such terms are challengeable under both EU and UK law on the grounds of unfairness. In the context of DTC specifically, clauses that allow a company broad power to alter terms without notice to the consumer are particularly problematic, given the sensitive nature of these services. These clauses can also lead to uncertainty regarding the exact content of the contract in its entirety, as where terms can change at any time it will be difficult for the consumer to have any certainty about what the terms of the contract are. As contracts also often refer to privacy policies, clauses of this type are also likely to be problematic from a data protection standpoint. In relation to clauses that deem consent to terms or privacy policies through either use of the service or visiting the website, these are also problematic from both consumer protection and data protection perspectives. It is unlikely that deeming consent through visiting a website or using a service will comply with the consent requirements set by the GDPR. Furthermore, consent to altered terms is also often deemed through continued use of the service or the website and this is also unlikely to be deemed as compliant with the GDPR.

A further issue in this context is the language used in online wrap contracts and privacy policies and how this impacts upon the exercise of autonomy and the ability of a consumer to make an informed choice. Becher and Benoliel’s recent study assessed the readability of the wrap contracts used by 500 of the most popular American websites. Their results suggest that most of these contracts are not readable by the average consumer with most being
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54 Perton (n 50).
57 Ibid.
58 Ibid.
59 Phillips, ‘Reading the Fine Print’ (n 1) 273–95; see also Phillips, Buying Your Self on the Internet (n 1) ch 5.
60 Ibid.
written in language similar to that of academic journal articles.\textsuperscript{62} Other work by Conklin and Hyde, which investigated the readability of insurance policies found that of seven policies considered, ‘the easiest requiring 14 years of education and the most difficult requiring a PhD-level education.’\textsuperscript{63} If we consider this in the context of the provision of DTC genetic tests for health purposes, which are complex in nature, there is a significant likelihood that consumers would have difficulty understanding the language used in these contracts even if they have time to read them and this should support the need for reform of governance of this industry, especially in relation to contracts and privacy policies, but also in relation to the provision of information about DTC tests.

VI. Repurposing Genetic Data

The example of DTC is useful here as it demonstrates some of the ways in which our personal information can be repurposed. Privacy is a significant issue in this context, as once an individual undergoes a genetic test, the results of that test in the form of digitized genetic data can be stored potentially indefinitely. They can also serve as a unique identifier for the individual and also be used to trace family members. For example, a number of DTC companies offer family-finder features in their ancestry testing services, which can connect individuals with unknown relatives and lead to significant revelations, such as unknown paternity. A recent news article discussed the experience of a woman who, through using 23andMe, found out not only about her biological donor father’s genetic profile, but a large number of siblings (a total of thirty siblings), some of whom did not know they were donor conceived before using 23andMe's service.\textsuperscript{64} While for some people, this may be a positive experience, it is also something that can have a very significant impact on individuals and there needs to be more information provided to the public regarding this.

In 2018, there was also much press coverage of the use of the genetic genealogy database GEDmatch in the investigation for the Golden State Killer case.\textsuperscript{65} It is important to understand that GEDmatch is not a DTC company, but a database that allows users to upload genetic data from other services. It previously allowed for this type of use by law enforcement in its site user policy, but it should be noted that it changed this policy in May 2019, opting its users out of law enforcement matching by default.\textsuperscript{66} In the Golden State Killer

\textsuperscript{62} Ibid at 21.
investigation, law enforcement created a profile on GEDmatch in order to find relatives of a potential suspect based on DNA samples collected at crime scenes some thirty years earlier. Through the use of the database, a suspect, James DeAngelo, was subsequently arrested and proceedings are ongoing. It should be noted here, though, that DeAngelo has been cleared in relation to two murder charges on the basis that his DNA did not match. Regardless of whether DeAngelo is ultimately convicted of the other charges against him, the manner in which this investigation was conducted should cause concern, especially in relation to privacy rights, but also in relation to other rights of suspects and innocent relatives, as well as how serious the consequences can be for individuals here. Since the Golden State Killer investigation coverage, it has emerged that a further 100 profiles from cold cases have been uploaded to GEDmatch and then in early 2019 the DTC company, FamilyTreeDNA, has revealed that it has been collaborating with the US Federal Bureau of Investigation (FBI) to investigate violent crime. These examples demonstrate the potential for genetic data collected by DTC companies to be used for secondary research purposes that might not be in consumers’ best interests and could also impact upon their rights. It is vital to remember the premise of innocence until proof of guilt and also the right to a fair trial.

While law enforcement and other entities are likely to want to utilize new sources of data in investigations, we need to consider carefully how appropriate it is to use commercial private databases for criminal investigations. Given recent developments in research on DNA transfer, it is also important that investigators and courts are not overly reliant on DNA evidence, as it is quite possible for innocent people to leave DNA traces in places, on objects, and even on other people without their knowledge. The case of Lukis Anderson, who was wrongly charged due to DNA transfer, where his DNA was found on a murder victim he in fact never met, highlights the need for more caution and education here.


If using commercial genetic databases for criminal investigation is to be permitted, there should be much more public discussion of the issues at stake. In the United Kingdom, it is also an offence under the Human Tissue Act to analyse DNA without appropriate consent and at present it is likely that the consent mechanisms used by DTC companies may not meet the requirements of either the GDPR or the Human Tissue Act.

VII. Conclusion

In conclusion, the aim herein has been to draw attention to the impacts of electronic contracts and website design on the exercise of individual autonomy when making decisions about whether to purchase DTC genetic tests for health purposes. Given that most genetic tests for complex diseases have not yet been standardized and often lack clinical utility, allowing these services to be offered commercially without the involvement of physicians is concerning. When an individual has a genetic test in a medical clinic, they will have more support, especially in relation to understanding the implications of test results for their health, which is often not present with DTC services. There are also significant privacy risks in the context and wide potential for secondary use of genetic data by entities outside the health-care sector, which need more attention. It is also hoped that this chapter will encourage readers to think beyond this example to other new internet-based medical services and consider how we might approach things differently. Although e-commerce has made many services much more available, given the complex nature of genetic tests for health purposes, and the special characteristics of sequenced genetic data, taking a more cautious approach to governance in this context is desirable.